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	                            Anti-Money Laundering (AML) Policy
                                         Owner/ Department: Quality & Risk Management



1. Purpose

This policy outlines SMSA’s commitment to preventing its services and network from being used for money laundering or financing illegal activities. It defines the expectations and responsibilities of SMSA personnel in detecting, preventing, and reporting any potential money laundering activities in line with applicable regulations and best practices.

2. Scope

This policy applies to all departments, employees, outsourced personnel, and contracted parties operating under or on behalf of SMSA, across all functions and locations.

3. Policy Statement

SMSA maintains a zero-tolerance stance towards money laundering. In support of this position, SMSA implements a robust internal control framework, integrated with its Governance, Risk, and Compliance (GRC) structure and aligned with its Integrated Management System (IMS).

4. Key Principles

· Due Diligence and Customer Verification
· Comprehensive customer due diligence (CDD) is conducted during credit/account opening and reviewed periodically.

· Additional verification is triggered upon suspicion of irregularity, changes in account behavior, or upon detection of high-risk transactions.

· All procedures shall follow the process documented on the internal GUIDE system.

· Ongoing Monitoring and Record Keeping
· Records of all transactions, customer identification, and supporting documentation are maintained and updated in accordance with the Control of Documents and Records Policy (GUIDE#2604).

· All financial records are retained in line with applicable financial regulations and internal retention policies.

· Transaction Restrictions
· SMSA does not permit the transfer of any form of currency through its logistics network.

· Precious metals may be shipped, but shipments with unusually high frequency or volume will be subjected to enhanced due diligence.

· Employee Training and Awareness
· All staff, including temporary and outsourced personnel, are trained on anti-money laundering responsibilities as per the annual training calendar outlined in the GUIDE system.

· Training content includes identification of suspicious transactions, escalation protocols, and data handling obligations.

· Reporting Suspicious Activities
· All employees must promptly report any suspicious transactions or activities using the Incident Reporting Policy (GUIDE#2624).

· Any breach of this policy will be investigated by QRM, and where necessary, referred to relevant external authorities in compliance with legal obligations.

· Regulatory and ESG Alignment
· This policy supports SMSA’s ESG commitment by preventing illegal activities that could expose SMSA to legal, reputational, or financial risks.

· Regular reviews of this policy are conducted to ensure compliance with evolving regulatory requirements.

5. Responsibilities

	Role
	Responsibility

	All Employees
	Comply with this policy, attend training, and report suspicious activity.

	Supervisors & Managers
	Monitor adherence, ensure staff awareness, and escalate concerns to QRM.

	QRM Department
	Lead investigations, report to authorities, conduct policy reviews.

	Training Coordinator
	Ensure anti-money laundering content is up-to-date and delivered as planned.


6. Review and Improvement

This policy shall be reviewed at least once annually or upon significant regulatory change. All improvements are documented and approved through SMSA’s Integrated Management System review process and Management Review Meetings (MMR).

7. Related Documents

	Document Title
	Reference Number

	Control of Documents and Records Policy
	GUIDE# 2604

	Incident Reporting Policy
	GUIDE# 2624
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