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1. Purpose (Objectives)

This document defines the procedure for identifying, addressing, and preventing actual or potential nonconformities across all ISO and international management systems implemented at SMSA. It ensures continual improvement and full compliance with the following standards:

· ISO 9001:2015 – Clause 10.2 (Nonconformity and Corrective Action), Clause 10.3 (Continual Improvement)
· ISO 14001:2015 – Clause 10 (Improvement)
· ISO 45001:2018 – Clause 10 (Improvement)
· ISO 22301:2019 – Clause 10.1 (Nonconformity and Corrective Action)
· ISO 27001:2022 – Clause 10.1 (Nonconformity and Corrective Action)
· ISO 10002:2018 – Clause 7.5 (Complaint Handling – Control of Nonconformities)
· ISO 10015:2019 – Clause 6.3 (Evaluation and Improvement)
· WHO GDP – Chapter 1.9 (Corrective and Preventive Actions in Distribution)
· TAPA FSR – Section 5 and 6 (Corrective Action Requirements and SCARs)
2. Scope
This procedure applies to all SMSA countries, departments, business units, and operational functions under its ISO-certified and internationally regulated systems. It includes nonconformities linked to services, processes, customer experience, compliance gaps, and risks that could impact SMSA’s management systems or objectives.

3. Definitions and Nonconformity Criteria
· Nonconformity (NC): A deviation from a stated requirement, whether related to regulations, internal processes, or ISO standards.
· Major NC: A serious process or system failure that impacts service delivery, legal compliance, or safety.
· Minor NC: A small, isolated lapse that does not affect the overall system's integrity.
· Observation: A noted opportunity for improvement. If the issue is corrected during the audit, it is not classified as a nonconformity.
· SCAR (Security Corrective Action Requirement): A formal corrective request related to security issues, typically under TAPA FSR. SCARs follow the CAPA process and must be tracked, closed, and verified.
· Preventive Action: A proactive step to identify and eliminate the root cause of a potential or existing problem. This ensures that the underlying reason for the issue is addressed, reducing the likelihood of recurrence.
· Corrective Action: An immediate response to fix an identified problem. It resolves the issue at hand and may include short-term fixes while preventive actions address the root cause.
**When is a Nonconformity Issued? **
A nonconformity is raised when there is clear, objective evidence of:
· Noncompliance with regulatory, statutory, or contractual requirements
·  Process deviations from documented procedures
· Violations of ISO or internationally recognized standards (e.g., ISO 9001, ISO 14001, ISO 45001, ISO 27001, TAPA FSR)
If a finding is corrected before the audit concludes, it is recorded as an observation rather than an NC.
4. Responsibilities

· Management Representative (MR): Coordinates the CAPA process, tracks performance trends, and promotes system-wide improvement in line with ISO Clause 10.3.

· Department Heads: Ensure timely execution of CAPAs, accountability for root causes, and implementation of effective actions.

· Country Manager / Regional General Manager: Act as the final escalation point for unresolved CAPAs. 

· Auditors: Independently verify effectiveness of implemented actions using objective evidence. Verification cannot be self-approved by CAPA originators.

5. CAPA Procedure

CAPAs may be initiated due to actual nonconformities (corrective) or risks and trends (preventive). The process for both follows the same steps and includes the following stages:

5.1 CAPA Step
1. Identification – Issue identified via audit, complaint, service failure, or risk analysis.
2. Documentation – Record raised in E-Audit system or via CAP Action Form (GUIDE Doc. No. 2694) during downtime.
3. Root Cause Analysis – Determine cause using tools such as 5-Whys or Fishbone Diagram.
4.  Action Planning – Develop corrective and/or preventive actions with measurable outcomes.
5. Implementation – Carry out approved actions within required timeframe.
6. Verification – Auditor confirms action effectiveness with supporting evidence.
7. Closure – Case closed in E-Audit system following successful verification.
5.2 Escalation
Standard CAPAs:

· 1st Escalation: 7 working days post issuance – Direct Manager
· 2nd Escalation: 7 days after 1st – Department Head
· 3rd Escalation: 7 days after 2nd – Country Manager / Regional GM
Extended CAPAs:
· After 30 days – escalate to Department Head
· After 1 additional week – escalate to Country Manager / Regional GM
5.3 Closure Timelines
·  All CAPAs must be closed within 30 calendar days from issuance.
· Infrastructure-related CAPAs may be closed in up to 180 days if justified.
· For TAPA FSR compliance, CAPAs and SCARs must be resolved within 60 calendar days.
5.4 Verification and Close-Out
Auditors are responsible for verifying CAPA implementation and effectiveness. This must be supported with objective evidence (e.g., photos, logs, reports). Verification must be completed before closure. NCs will not be closed unless a valid root cause has been identified and addressed.
5.5 Monitoring and Reporting
Reports and dashboards are automatically generated via the E-Audit system. The MR reviews CAPA trends, recurring issues, and systemic weaknesses, reporting them during management review or upon request by senior leadership.
6.  Record Identifier Format
Each CAPA must be assigned a unique reference number based on the type, origin, and sequence. Below are standard formats:
· IA-QRM-2025-01-01-IE (Internal Audit – Department – Year – Audit No. – Sequence – Auditor Initials)
· OH-OPS-0425-01 (Other – Department – MonthYear – Sequence No.)
‘Other’ may include but not limited to customer complaints, KPI failures, regulatory gaps, or service defects.
7.   Related Documents
· GUIDE Doc. No. 2694 – CAP Action Form (Manual entry if system unavailable)
· DOC#2627 – Internal Audit Procedure
· ISO 9001:2015 – Clause 10.2 & 10.3
· ISO 14001:2015 – Clause 10
· ISO 45001:2018 – Clause 10
· ISO 22301:2019 – Clause 10.1
· ISO 27001:2022 – Clause 10.1
· ISO 10002:2018 – Clause 7.5
· ISO 10015:2019 – Clause 6.3
· WHO GDP – Chapter 1.9
· TAPA FSR – Sections 5 and 6
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