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	                            Integrated Management System Monitoring and Measurement Procedure
                                         Owner/ Department: Quality & Risk Management



1. Purpose

This procedure outlines how SMSA monitors and measures performance across all areas of its Integrated Management System (IMS), which includes Environmental, Health, Safety, Security, Quality, Customer Satisfaction, Training Effectiveness, Business Continuity, and Information Security. The purpose is to:

· Ensure compliance with legal, regulatory, and contractual obligations, including those of ISO 9001, ISO 14001, ISO 45001, ISO 10002, ISO 10015, ISO 22301, ISO 27001, WHO-GDP, and TAPA.

· Monitor performance against SMSA’s strategic, operational, customer-focused, compliance, and risk-based objectives.

· Capture data not only on key performance indicators (KPIs) but also on compliance levels, process controls, incident trends, and risk treatment actions.

· Support continual improvement by identifying trends, weaknesses, and opportunities across SMSA’s operations.

ISO Reference Clauses:
· ISO 9001:2015 - Clause 9.1

· ISO 14001:2015 - Clause 9.1

· ISO 45001:2018 - Clause 9.1

· ISO 22301:2019 - Clause 9.1

· ISO 27001:2022 - Clause 9.1

· ISO 10002:2018 & ISO 10015:2019 - Performance Monitoring

· WHO-GDP & TAPA - Monitoring and control protocols

2. Scope

This procedure applies to all countries, departments, business units, processes, activities, services, and locations managed by SMSA under its Integrated Management System.

3. Definitions

· Monitoring: Ongoing observation or data collection to evaluate system or process performance.

· Measurement: Collection of quantitative data using tools or systems.

· Evaluation: Interpreting monitoring and measurement results to determine effectiveness and compliance.

4. Responsibilities

· Management Representative (MR): Oversees identification, implementation, analysis, and reporting of all monitoring and measurement activities.

· Department Heads / Regional General Managers / Country Manager: Ensure monitoring activities are executed, data is collected and validated, and staff are adequately trained.

· EHS Committee: Review monitoring results and provide improvement recommendations.

5. Monitoring and Measurement Process

5.1 Identify Monitoring Needs

SMSA shall regularly review and update what needs to be monitored and measured to ensure effective performance, compliance, and risk management. Areas to be reviewed include but not limited to:

· Significant environmental aspects and occupational health and safety risks

· Customer complaints, satisfaction scores, and service quality

· Staff training needs and training effectiveness

· Cybersecurity and IT system availability/performance

· Business continuity test outcomes and emergency readiness

· Legal, regulatory, and contractual obligations

· Risk ratings listed in the Risk Register to prioritize high-risk areas

Monitoring parameters must align with the IMS KPI & Targets Procedure Doc#2794 to support SMSA’s operational, strategic, environmental, safety, quality, and risk-related goals.

Monitoring and measurement activities include, but are not limited to:

· Key Performance Indicators (KPIs)

· Compliance with legal and internal requirements

· Operational process performance and control effectiveness

· Health, safety, and environmental performance

· Non-conformities, incidents, and corrective or preventive actions

· Risk mitigation outcomes and business continuity controls

Examples of indicators:

· Emissions, noise, energy and water consumption

· Workplace incidents, near misses, and safety violations

· Customer response times and feedback ratings

· IT system downtime, data loss incidents, and security breaches

· Employee training hours and training outcome ratings

In support to strategic and departmental KPIs, QRM maintains a centralized performance database in excel that captures extensive operational and support function metrics.

This database is compiled from various departments across SMSA and includes indicators such as delivery performance (SPO, SFS), scan compliance, UTL analysis, international service volumes, service levels, customer complaints, fleet incidents, training data, IT and cybersecurity events, finance and sales KPIs, HR statistics, investigation outcomes, audit completion, and customer satisfaction.

The database supports cross-functional reviews, overview reporting, risk trend analysis, and management review inputs, and is reviewed periodically by QRM for monitoring effectiveness and improvement planning.

5.2 Define Methodology

For each item that is monitored or measured, SMSA must clearly define the following:

· What: The parameter or subject being measured (e.g., shipment delays, machine uptime)

· How: The method used for data collection (e.g., audit checklist, sensor, survey)

· When: Frequency (e.g., daily, weekly, monthly, real-time)

· Who: The person or department responsible (e.g., Quality Manager, IT Officer)

· Tools: The tools used (must be calibrated or validated)

· Records: Where and how data is stored (e.g., electronic system, register, database)

All indicators should follow SMART principles (Specific, Measurable, Achievable, Relevant, and Time-bound).

5.3 Training and Awareness

All staff responsible for monitoring or measurement must be trained on:

· How to use the relevant monitoring tools

· The data collection and recording process

· Their specific responsibilities within the monitoring framework

Training effectiveness must be reviewed and recorded. Refresher training shall be conducted annually or when procedures or tools are updated.

5.4 Calibration and Data Integrity

All instruments used for measurement (e.g., thermometers, scales, air quality sensors) must be:

· Calibrated at appropriate intervals, at minimum once per year, or as required

· Checked using traceable and certified calibration standards

For weighing machines:

· Calibration must follow the Scales Calibration Policy and Forms (Doc# 1888 & 1889)

· External calibrations must be done by an SMSA-approved provider

· Small weighing scales below 500 kg must be calibrated internally using approved forms

Additional requirements:

· Calibration records must define tolerance levels and be regularly reviewed

· All reports must be complete, verifiable, and traceable

· Calibration results must be stored securely and follow Control of Documents and Records Policy (Doc# 8744)

5.5 Monitoring Execution and Data Collection

All agreed indicators must be monitored and measured according to the approved method and frequency.

· Data must be collected and logged using approved tools

· Responsible departments must check the data for accuracy and completeness

· Records must be protected against loss or tampering and include user traceability where applicable

5.6 Review and Analysis

· Each department compiles and submits monitoring data to the Management Representative (MR)

· The MR reviews results against:

· Legal and regulatory requirements

· Internal KPIs

· Historical trends and past baselines

If significant deviations are found, they must be addressed through the Corrective and Preventive Action (CAPA) system (refer to Doc# 1745) and the Non-Conformity and Corrective Action Procedure.

5.7 Management Review and Reporting

Monitoring results are used for:

· Management Reviews

· Internal and external audits

· Risk assessments and treatment planning

· Compliance reporting to regulatory bodies (e.g., Ministry of Labor, National Center for Environmental Compliance)

· Strategic planning and budgeting at the department or corporate level

· Dashboard reporting for real-time operational decisions



6. Related Documents

	Document Title

	Document Number


	IMS KPI & Targets Procedure

	Doc# 2794


	Scales Calibration Policy

	Doc# 1888


	Scales Calibration Forms

	Doc# 1889


	Non-Conformity and CAPA Procedure

	Doc# 1745


	Control of Documents and Records Policy

	Doc# 8744



	
	


7. Record Control

Monitoring and measurement records shall be retained for a minimum of five years unless a longer retention period is specified by law. Records must be stored securely, be retrievable by authorized users, and periodically validated for accuracy. All records must be traceable, include responsible owner, timestamp, and be subject to audit trails.

8. Continual Improvement

Data derived from monitoring will drive continual improvement by informing:

· Operational and process updates

· Control measure effectiveness

· Staff capability development

· Risk register reviews

· Information security strategy enhancements

· Customer experience improvements

· Objective setting and resource planning
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