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	                              New Projects Risks Identification  
                      Owner/ Department: Quality & Risk Management



1. Overview

Definition:  A new project is any initiative, service, or operational activity that is not part of SMSA’s standard service scope and may involve special handling, resource adjustments, or external regulations. This document outlines how SMSA identifies risks associated with launching new projects or services.
Each concerned department must contribute their inputs to ensure:
· Project requirements are fully understood

· Risks are properly evaluated

· Best practices are replicated

· Mistakes are avoided in future projects
All assessments must follow the ALARP principle (As Low As Reasonably Practicable).
2. Persons Affected
· Sales Department – initiates the project and ensures customer requirements are accurately translated into risk evaluation.

· Concerned Operational Departments – contribute to identifying service, capacity, IT, or financial risks.

· Project Manager – responsible for coordinating the completion of the risk identification form.

· QRM Department – owns the risk identification process, performs analysis, and ensures risk controls align with ISO and regulatory standards.

3. Instruction
1. Initial Project Risk Discussion
For customized or special projects that are not part of SMSA’s standard product profile, the Capability Assessment Checklist must be completed by the Sales team prior to filling out the risk identification form.
Prior to project launch, the Sales team will coordinate with all affected departments to review the proposal and compliance standards. Potential risks must be discussed collaboratively.

2. Completion of Risk Identification Form
The responsible Project Manager will complete the New Project Risk Identification Form (GUIDE Doc# 2778). This must be completed within 30–60 days of project launch.

3. Structure of the Form The form is divided into two sections:

· Pre-Activity – assesses risks before the project begins

· Post-Activity – captures lessons learned and post-launch challenges

4. Risk Rating and ALARP Approach
Each identified risk will be rated using the ALARP methodology (As Low As Reasonably Practicable):

· High, Medium, Low based on likelihood and impact

· Risks should be controlled to the lowest practicable level

5. QRM Review and Tracking
Once completed, the form must be forwarded to QRM:

· QRM will analyze, review, and may request corrections or rework

· Approved risks will be added to the Master Risk Register (GUIDE Doc# 2777)

6. Post-Project Analysis
After project go-live, the post-activity section must be completed and sent to QRM within 30–60 days of project launch.

7. Knowledge Retention
The form serves as a knowledge document for future similar projects to replicate successes and avoid previous risks.
4. Best Practice Enhancements
· Stakeholder Collaboration: Risk discussions must involve Sales, Operations, IT, Legal, Finance, and QRM as needed

· SOP & Policy Update Trigger: High-risk outcomes should trigger a review of SOPs or contract templates

· Lessons Learnt Loop: Post-activity findings should be shared across departments
· Training & Awareness: Key staff should be briefed on past project risk outcomes during onboarding or role rotation
5. ISO and International Standards Compliance
This work instruction aligns with the following applicable ISO standards adopted by SMSA:
· ISO 9001:2015 – Quality Management System

· Clause 6.1 – Actions to address risks and opportunities

· Clause 8.5.1 – Control of service delivery

· Clause 10.2 – Nonconformity and corrective action

· ISO 22301:2019 – Business Continuity Management

· Clause 8.4 – Business continuity plans and procedures

· Clause 9.1 – Monitoring and evaluation

· ISO 27001:2022 – Information Security

· Clause 6.1.3 – Information security risk treatment

· ISO 10015:2019 – Training & Competence

· Clause 5 – Improving organizational competence via feedback and evaluation

6.   Format and Maintenance

· Maintained by QRM and reviewed annually or after each project cycle

· Only accessible through the GUIDE system

· Form documentation must be retained for a minimum of 5 years

· Any revisions must be recorded through the controlled change management process
7. Related Documents
· New Project Risk Identification Form – GUIDE Doc# 2778
· Risk & Opportunity Identification Method – GUIDE Doc# 2770
· CAPA Action Form – GUIDE Doc# 2694
· Master Risk Register – GUIDE Doc# 2777, maintained by QRM on GUIDE
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