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	Organizational Knowledge Management                                           Owner/Department: Quality and Risk Management



1. Overview
SMSA identifies, manages, and makes available the organizational knowledge necessary for running its processes and making sure services and products meet quality standards. This knowledge comes from five main sources:

1. External Standards – Rules and guidelines from outside SMSA.

2. Internal Standards – Rules and documents created within SMSA.

3. Lessons Learnt – Learning from past experiences.

4. Training Modules – Knowledge shared through employee training.

5. Investigations – Learning from problem-solving and issue analysis.

This document follows ISO 9001:2015 Clause 7.1.6 and uses best practices to help SMSA improve, stay flexible, and work effectively.
2. Person Affected
· All Department Heads – responsible for applying knowledge in their teams

· Country Managers – oversee how knowledge is used across regions

· Functional Owners of Key Systems – manage specific tools and systems

· Quality & Risk Management Department – maintain and guide this knowledge process

· HR Department – manages workforce planning, onboarding, and exit interviews to retain and capture knowledge

· Training and Development Team – delivers and monitors training to transfer knowledge effectively

· Internal Audit Team – evaluates knowledge application and identifies gaps during audits

· IT Department / System Administrators – maintain and secure knowledge systems like GUIDE and other platforms
3. Instruction

3.1  External Standards
These are rules and standards SMSA follows from outside organizations. They help ensure SMSA stays up to date and meets industry, safety, and legal requirements:

· ISO 9001:2015 – Helps SMSA manage quality in everything it does

· ISO 14001 – Focuses on environmental protection
· ISO 45001 – Keeps SMSA workplaces safe and healthy

· ISO 10002 – Helps handle customer complaints effectively
· ISO 22301 – Ensures SMSA can keep working during disruptions
· ISO 27001 – Protects information and data security
· ISO 10015 – Guides training and building skills
· WHO-GDP – Ensures safe and correct delivery of pharmaceutical products
· GACA Standards – Saudi aviation regulations
· IATA Standards – Global airline and cargo rules
· TAPA Standards – Ensures security in supply chains
· Saudi Labour Law – Covers worker rights and legal requirements
· DG Regulations – Rules for transporting dangerous goods
· Licensing Rules – Conditions SMSA must follow to legally operate
· Service Reference Guide (SRG), not limited to – Internal document referencing service expectations

3.2  Internal Standards
These are SMSA’s own policies, procedures, and tools, but not limited to:

· Service Excellence Handbook – Defines how to deliver high-quality service
· Ethics & Conduct Handbook – Guides employee behavior and values
· Hub & Spoke Guidelines – Shows how SMSA stations interact with each other
· Service Center (SSC) Design Standards – Defines layout and functions of SSCs
· CSD Measuring Formula (TSF) – Measures how customer service performs
· Manpower Formulas – Helps plan correct staffing levels
· System Reports & Dashboards – Provide live data to manage operations
· Designs & Logos – Protect SMSA’s brand image
· Packaging Standards – Ensures safe and proper packaging
· All SMSA Systems – Refers to all technology systems used by SMSA

· EHS Management System – Covers environment, health, and safety rules
· Exit Interviews & Staff Turnover Data – Helps improve work culture and retain staff
· Business Continuity Plans (BCPs) – Guides SMSA on how to operate during disruptions

· Post-Project Reviews & Closure Reports – Capture lessons after major initiatives
· Standard Work Instructions (SWIs) and SOPs – Provide step-by-step guidance for operations

3.3 Lessons Learnt
SMSA learns and improves from past issues and feedback, not limited to:

· Internal and External Audits – Spot areas for improvement
· Customer Complaints – Show where service needs fixing
· Risk Assessments – Help prevent future issues
· Safety and Environmental Incidents – Teach how to avoid accidents
· Business Continuity Events – Help SMSA stay prepared for unexpected problems
· Employee Feedback & Suggestion Systems – Gather insights directly from operational staff

· Post-Project Reviews / Root Cause Workshops – Reflect on what worked and what didn’t

· Performance Review Outcomes – Use appraisal findings to identify recurring training or process gaps

3.4 Training Modules    
SMSA shares knowledge with employees through training, not limited to:

· Department Training – Specific to job roles

· Induction Programs – Introduce new employees to SMSA

· E-Learning & On-the-Job – Online and practical learning
· Full list of training programs maintained by training department & QRM
· Refresher Training Programs – Ongoing reinforcement of critical knowledge

· Competency Mapping & Skill Gap Analysis – Aligns training needs with job requirements
· Job Rotation / Cross-Training – Enables employees to learn multiple functions
· Training Effectiveness Assessments – Measures whether learning objectives are achieved

3.5 Investigations   
SMSA learns from looking into problems and incidents, not limited to:

· Root Cause Analysis – Understand why problems happened
· CAPA Implementation – Fix problems and prevent them from repeating
· Procedure Updates – Improve processes after investigation
· Behavior & Operations Gaps – Identify training or supervision needs
· Knowledge Sharing – Use findings to educate and improve performance

· Incident Classification Matrix – Categorize incidents for easier analysis

· Linkage with Risk Register – Ensures investigation findings are reflected in SMSA’s risk management
· Case Closure Reviews – Summarize key learnings and confirm actions were effective
All investigation findings must be documented and used to drive improvements across SMSA.
4. Best Practice Enhancements
To make SMSA’s knowledge process stronger:

· Capture Tacit Knowledge – Use mentoring and open talks to share experience-based knowledge

· Knowledge Retention – Use exit interviews and plan successors for key roles

· Knowledge Audits – Regular checks to find what knowledge is missing

· Use Technology – Store and share documents online with good access controls
· Sharing Culture – Reward staff who help others by sharing what they know
· Link to Risk Management – Use knowledge to reduce risks and improve decisions
· Assign Knowledge Champions – Designate staff in each department to maintain and promote knowledge

· Utilize AI and Analytics Dashboards – Analyze data for trends in incidents or operations

· Visual Knowledge Aids – Use infographics, process maps, or videos to explain SOPs
5. ISO 9001:2015 Compliance
SMSA ensures compliance with Clause 7.1.6 of ISO 9001:2015 by:

· Identifying the knowledge required to operate effectively and deliver quality services

· Maintaining up-to-date knowledge and ensuring availability across departments

· Monitoring for knowledge gaps and taking corrective actions

· Sharing knowledge via the GUIDE system, SOPs, training programs, and internal communications

· Updating knowledge in response to changes in regulations, systems, and performance outcomes

In addition, this instruction supports compliance with other related clauses, including but not limited to:
· Clause 4.4 – Quality management system processes
· Clause 5.1 – Leadership and customer focus
· Clause 6.1 – Risk and opportunity planning
· Clause 7.2 – Competence and training alignment
· Clause 8.5.1 – Operational planning and control
· Clause 9.1 – Performance monitoring and analysis
· Clause 10.2 – Nonconformity and corrective action

Internal audits are conducted to verify that organizational knowledge is properly captured, maintained, updated, and applied across SMSA in line with ISO 9001:2015 requirements
6. Format and Maintenance
· Reviewed every year by the QRM team

· Version tracking and changes are saved in GUIDE

· Only available in digital format through the GUIDE system

· Reviews may also be triggered by major incidents, regulation updates, or system changes

· Archived knowledge is retained for historical reference and compliance

· Defined retention periods are applied to training records, investigation reports, and audit outcomes
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