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	SMSA Privacy Policy
Owner/ Department: Customer Service



	Brief
	SMSA respects the privacy of all its customers and business contacts, and is committed to safeguarding the personal information which customer provides.

This Privacy Policy outlines how SMSA will handle and manage personal information collected about customer. As SMSA collects personal information online through www.smsaexpress.com (website) and Store2door.com, This Privacy Policy also applies to your use of the SMSA websites.

SMSA may update or revise this Privacy Policy from time to time. Customer can find the most current version on website as well.

	Purpose
	To outline how customer information are collected, protected and utilized at the point of service.

	Person Affected
	All SMSA  customers

	Responsibilities
	All Employees

	Guidelines
	How is personal information collected? 

SMSA is a leader in express and logistics industry. In order to provide customers with a quality express service, SMSA offers customers the ability to utilize shipping and logistics services through the following sales channels: 

· SMSA Service Centers (SSC’s)
· SMSA couriers who pick up the customer shipments from the customer location
· online Shopping and shipping via Store2Door.com
· Sales representatives
These sales channels use different ways to collect personal information about SMSA customers. Generally, the personal information is collected directly from customer at the time of service and establishing the deal, when customers register as a Store2Door member through our website.
What personal information does SMSA collect and why?

The types of personal information SMSA collects will vary depending on the deal with the products, services and benefits provided.
If customer utilize the shipping service from SMSA or visit  its websites, the personal information collected may include:
· Customer name, address and other contact details (like mobile & telephone number);

· Email address;

· your date of birth;

· transaction details relating to the deal with SMSA (e.g. credit card details); and

· Any preferences customer selects.

Generally, SMSA collects and uses personal information about customers and S2D members to provide a range of products and services. The main reasons SMSA  collects this information are to process and fulfil the service purchase, to contact customer if there is an event cancellation or change in other details for an event (such as service impact or important notifications, and for the service failure like lost and damage shipments.
SMSA may also collect personal information to assist in identifying ways in which customer could be provided with a better service, or enhance customer experience with the website.

How is personal information used and disclosed?

SMSA  uses of customer personal information may include:

· To process and manage customer dealings with SMSA as a customer or as a Store2Door member.

· To provide customer with the products and services he has requested.

· As detailed above, to contact customer if there is an event cancellation or change in event details, or for the service failures.

· To enhance your experience when using our website and mobile site without disclosing the personal information to 3rd party and public users.
· Disclosure to and use by third party contractors and service providers to help in operating the business or provide a service. SMSA may disclose customer personal information to third party contractors and service providers, who help in operating computer systems, provide with fraud prevention services, send out SMSA email and clean collected data and who perform data analysis to group demographic attributes of individuals, such as "genres of likely interest".

 Security and Customer Data Protection: 
SMSA recognizes its responsibilities in relation to the collection, holding, processing or use of personal data under the Personal Data (Privacy) Ordinance. Personal data will be collected only for lawful and relevant purposes and all practicable steps will be taken to ensure that personal data held by is accurate;  will take all practicable steps to ensure security of the personal data and to avoid unauthorized or accidental access, erasure or other use.
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