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1. Purpose 
SMSA Express Transportation Company Ltd. (referred to as “SMSA” or “the Company”) provides Express Transportation, Logistics, Health Care Services, Freight, and Mail Room Management Services, connecting people and markets to enable trade. We aim to be a pioneer amongst the top global logistics and transportation companies by providing maximum reach around the world with highest quality of service, empowering and investing in our people, being a dynamic and market oriented service provider utilizing emerging technologies, and maintaining sustainable growth.
This Supplier Code of Conduct (hereinafter the “Code”) sets out our expectations for how our third-party partners conduct business with SMSA. We are committed to responsible, lawful, and ethical operations that respect human rights, protect health and safety, safeguard the environment, and uphold business integrity. The Code provides a common standard for our supply chain and supports compliance with applicable laws and regulations, the United Nations (UN) Global Compact Ten Principles, the UN Guiding Principles on Business and Human Rights, the Saudi Vision 2030 objectives, and our internal codes and procedures.
By working with us, suppliers agree to meet the requirements described in this Code, to cascade them to their own subcontractors where relevant and when feasible, and to cooperate in providing information and evidence of compliance. We expect continuous improvement and transparency, and we reserve the right to assess adherence and to take appropriate action where material non-compliance is identified.
2. Scope
This Code applies to all third parties that provide goods or services to the Company, including suppliers, subcontractors, carriers, warehouse and facility service providers, labor agencies, consultants, and other intermediaries (hereinafter “suppliers”) across all countries where we operate. It covers all work performed for or on behalf of the Company, whether on Company premises, at supplier sites, in transit, or when accessing Company information, systems, or assets.
All suppliers must undergo a complete onboarding and due diligence process prior to commencing any work with SMSA. This includes verification of legal registration, ownership, sanctions screening, required licenses, environmental compliance, labor practices, and health and safety performance.
This Code complements our Contracting, Outsourcing, and Contractor Management Policy, EHS Policy, and Work Permit Operational Control Procedure. 
3. Legal & Regulatory Compliance
Suppliers must comply with all applicable laws and regulations in every jurisdiction where work is performed or impacts occur, and must maintain all required licenses, permits, approvals, and certifications required. This includes laws and standards relating to anti-bribery and corruption, competition, trade controls and sanctions, customs and import/export, transport and road safety, environmental protection, climate and energy, health and safety, labor and human rights, data protection and cybersecurity, tax and financial reporting, and product or service quality. Suppliers are responsible for staying informed of applicable laws and maintaining valid licenses, permits, and certifications as required by the relevant regulatory authorities. 
4. Ethical Business Conduct
Suppliers shall conduct business with integrity, transparency, and accountability. Bribery, corruption, kickbacks, facilitation payments, embezzlement, fraud, and money laundering are strictly prohibited. Gifts, hospitality, and other advantages may not be offered or accepted to obtain or retain business or secure any improper advantage. More detail can be found in the Ethics Handbook. Suppliers shall avoid conflicts of interest and promptly disclose any actual or potential conflict to the Company. They shall compete fairly and comply with competition/antitrust laws. 
Anti-bribery & Gifts: Suppliers may not offer or provide any gifts, payments, entertainment, hospitality, discounts, travel, favors, or other benefits to employees of SMSA that could influence business decisions. Any attempted influence shall be reported immediately and may result in supplier suspension.
Business Continuity: Suppliers must maintain adequate business continuity arrangements, including staffing contingencies, emergency response capability, and equipment availability, to ensure uninterrupted service delivery to SMSA.
5. Data Privacy & Cybersecurity
Suppliers shall respect confidential information and intellectual property, protect personal data in line with applicable privacy and cybersecurity requirements, and use Company assets and systems only for authorized purposes. Suppliers shall maintain internal controls, training, and reporting mechanisms. Any breach of confidentiality, personal data protection, or cybersecurity obligations may result in immediate contract termination and mandatory reporting to relevant regulatory authorities under applicable data protection laws.
6. Physical Security
Suppliers shall maintain effective physical security when working on SMSA business or accessing Company sites:
· Identity verification &badges: Suppliers shall issue unique, non-transferable photo IDs or access cards to their personnel who require entry. Cards must be activated before use, kept visible on site, and promptly updated or revoked when roles change, contracts end, or cards are lost or stolen. 
· Restricted areas &access controls: Suppliers shall restrict access to authorized personnel only and respect all marked restricted areas. Suppliers shall prevent tailgating and keep doors, gates, and loading bays closed when not in active use.
· Monitoring & response: Where badge readers, CCTV, or alarms are in place, suppliers shall ensure their personnel use them correctly and cooperate with site rules and lawful monitoring. Suspected theft, tampering, or security incidents must be reported to the Company without delay and investigated with corrective actions.
· Transport and vehicle safety: Transport suppliers must ensure vehicles are roadworthy, licensed, inspected, and operated by trained drivers. All load securement, rest periods, and road safety rules shall be followed. GPS or other tracking equipment monitoring data shall be provided when requested. 
· Hazardous material handling: Suppliers handling hazardous chemicals or fuels must maintain proper storage, labeling, spill response equipment, worker training, and disposal documentation. Any hazardous incident involving SMSA must be reported immediately.
Suppliers shall conduct regular security audits and comply with all applicable local facility security and safety laws and standards.
Suppliers shall adhere to SMSA’s Security, Conduct and Prohibited Items Policy. This includes compliance with rules on prohibited substances, offensive items, weapons or firearms, and negligent behavior that compromises safety.
7. Human Rights & Fair Labor Practices
Suppliers shall respect internationally and locally recognized human rights and uphold fair labor standards in accordance with applicable laws and the principles of the UN Guiding Principles on Business and Human Rights and the International Labor Organization’s Core Conventions. This includes:
· Worker authorization compliance: Suppliers shall ensure all workers assigned to SMSA possess valid residency, work authorization, and job titles matching their roles.
· Forced labor: Employment must be voluntary. Workers must retain control over their legal documents (e.g., identification, residency permit, passport) unless otherwise authorized. Workers shall not be charged any recruitment fees, and all employment terms shall be transparent and documented.
· Child labor: No one below the legal minimum age for employment may be employed. If the legal minimum is lower than 18, the minimum age shall be 18. The supplier shall maintain effective age verification processes.
· Working hours & compensation: Workers must be paid and receive all the required benefits and time off in accordance with Saudi Labor Law. 
· Non-discrimination: Employment decisions shall be based on merit and business needs. Discrimination on protected characteristics such as race, gender, nationality, religion, disability, age, or other personal characteristics is not permitted. Hiring, promotion, pay, training, and termination must comply with Saudi regulations and be free from bias.
· Harassment & abuse: Suppliers shall maintain a workplace free from harassment, bullying, intimidation, and abuse. Physical, sexual, verbal, and psychological harassment are prohibited. 
Labor agencies must comply with all provisions of the Saudi Labor Law, Wage Protection System, recruitment fee prohibitions, working-hour regulations, and residency permit requirements. Workers shall not be charged any recruitment fees, and all employment terms shall be transparent and documented.
8. Health & Safety
Suppliers shall provide a safe and healthy workplace and comply with all applicable health and safety laws and standards. They shall identify hazards, assess risks, and implement controls to prevent injuries, illnesses, and fatalities. Responsibilities, procedures, and training must be documented and communicated in a language workers understand. Appropriate personal protective equipment must be provided at no cost and its use enforced.
Suppliers shall keep accurate records, report and investigate incidents and near misses, and maintain emergency plans for fires, spills, severe weather, and other similar events. Vehicles and equipment must be fit for purpose and properly maintained. Hazardous materials, including fuels, refrigerants, and flammables must be handled, stored, and disposed of safely. Facilities must be clean and hygienic with safe walkways, adequate lighting, ventilation, and reasonable temperatures. 
These requirements apply to subcontractors and visitors on site. Workers must be engaged in safety programs, have the right to stop unsafe work, and be protected from retaliation when raising concerns. Material non-compliance may lead to corrective actions or termination of the business relationship.
9. Environment
Suppliers must comply with all applicable environmental laws, regulations, and standards, and maintain a capable management system to identify, prevent, and reduce environmental risks. We expect suppliers to contribute to SMSA’s environmental and climate objectives, when feasible, through the goods and services they provide, delivering them efficiently with clear regard for environmental impacts. Upon request, suppliers shall share relevant environmental and climate information and data, including emissions, fuel usage, waste generation, disposal records, and compliance with environmental regulations. 
Suppliers are also expected to manage their own impacts responsibly, including setting appropriate climate goals, where feasible, and demonstrating progress toward them. Suppliers providing packaging materials shall prioritize reusable, recyclable, and reduced-waste options in alignment with Saudi national sustainability objectives
11. Compliance with the Supplier Code of Conduct
Suppliers are required to comply with this Code as a condition for conducting business with SMSA. The Code is incorporated into our contracts and purchase terms and must be cascaded down to any sub-suppliers involved in providing goods or services to the Company. Suppliers shall not subcontract any work related to SMSA without prior written approval. Suppliers are fully responsible for ensuring subcontractors comply with this Code.
Suppliers shall maintain appropriate policies, controls, training, and records to demonstrate compliance, cooperate in assessments, and provide information and evidence upon request. SMSA reserves the right to perform announced or unannounced audits of supplier facilities, records, operations, and workers. Suppliers shall provide full access and cooperate with such assessments. Material non-compliance must be remedied through timely corrective actions. Serious or repeated violations of this Code may result in corrective action requirements, financial penalties, suspension of work, contract termination, and removal from future procurement opportunities.
12. Reporting Violations
Suppliers, their employees, and subcontractors may report concerns through SMSA’s anonymous 24/7 hotline. The hotline is available for confidential reporting of any known or suspected violation of law, this Code, any Company policy, or any other unethical behavior. SMSA will keep information confidential, protect good-faith reporters from retaliation, and allow anonymous follow-up.
Reports are logged, triaged for risk, and assigned to an impartial investigator who reviews evidence confidentially. If concerns are substantiated, the Company implements corrective actions and remediation, may take disciplinary or contractual measures, and records outcomes. Suppliers must cooperate, preserve evidence, and protect anyone who raises a concern in good faith.
13. Review & Update
This Code will be reviewed at least once annually to ensure it remains current with applicable laws, customer and contractual requirements, and SMSA’s environmental, social, and governance (ESG) objectives. Earlier reviews may be triggered by significant legal or regulatory changes, organizational changes, material incidents, or audit findings.
The Executive ESG Steering Committee oversees the review. Procurement, Legal, Quality & Risk Management, and relevant operational teams provide input and recommendations. Substantive updates require Committee approval and are version-controlled, communicated to suppliers, and incorporated into new and renewed contracts. The effective date of each version is stated in the document.
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Contact: Email	Comment by Fenja Erpel: @Bhaiyat, we suggest putting a contact email here e.g., of the QRM team.
Relevant Policies
Contracting, Outsourcing, and Contractor Management Policy
EHS Policy
Work Permit Operational Control Procedure
Security, Conduct and Prohibited Items Policy
Ethics Handbook
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