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Owner/ Department: Quality & Risk Management

Section 1 (Change Summary)
Write it like you’re texting your manager:
· “We will change X from A to B because …”
· Add the implementation date/time.
· If temporary: write the end date (so it doesn’t become “permanent by mistake”).
Section 2 (Change Type)
Tick the closest type.
This makes it clear who owns the change (Ops/Admin/HR/IT etc.).
Section 3 (Impact Assessment)
This is the most important part for ISO/regulatory compliance:
· If any “YES”, it proves you considered impacts before changing.
· “N/A” is allowed when it truly doesn’t apply.
Section 4 (Actions & Controls)
This proves the change is controlled, not just discussed.
Minimum: 1–3 actions is enough for most changes.
Section 5 (Information Security)
As applicable, indicate the IT asset(s) or system(s) affected by the change, otherwise put N/A.
Section 6 (Contractor/Third Party)
This closes a common audit gap: contractors making “silent changes”.
Section 7 (Change Approvals)
Auditors want proof the right people approved:
· Always Owner + Dept Head
· Add HSE/IT/Security/Finance/QRM only when relevant
Section 8 (Go-live + Post-change Review/ Lessons Learned)
This closes the loop:
· “We approved it”
· “We checked it worked”
This is what makes it effective, not paper.
Section 9 (Rollback / Reversal Plan)
This is a contingency procedure used to reverse system, software, or process changes, restoring them to a previous stable state when an update fails or introduces instability


Filled Example for Staff to Understand
Example: IT access change (simple)
Section 1
· Title: “Remove shared login from RUH Nasim counter PC”
· What: “We will remove shared user access and assign named accounts to counter staff.”
· Why: “To improve accountability and reduce misuse risk.”
· When: 25/12/2025 10:00
· Temporary? No
Section 2
· Change type: ☑ IT system/software/access
· Responsible dept: ☑ IT
Section 3
· IT/System/Data: ☑ YES
· Security/access: ☑ YES
· Legal/Regulatory: ☑ NO
· Others: ☑ N/A/No
Section 4
1. “Create named accounts and remove shared login” — Responsible: IT Supervisor — Due: 25/12 — Evidence: ticket #
2. “Brief staff (5 mins) on new login rules” — Responsible: Ops Supervisor — Due: 25/12 — Evidence: attendance sheet
Section 5
· Under “DataType” indicate “shared login RUH Nasim counter PC – KSA 42317”;
· “Asset Owner” indicate “Madhu Kalayathinal, SSC Operations Manager”
Section 6
· Contractor involved? No
Section 7
· Owner + Dept Head signed
· Optional approvals: ☑ IT ☑ Security
Section 8
· Go-live authorized: Yes
· Post-check: “No issues” — closed
Section 9
· “How do we rollback?”
1. Inform SSC manager and staff: “Reverting to shared login temporarily due to login issues.”
2. Restore shared login access
- Re-enable the shared account if it was disabled.
- If password was changed, reset to the old password (from backup).
- Verify the account has required POS/application permissions.

3.  Test on one PC
Confirm shared login works on one counter PC for basic functions: login → open POS → process test transaction (void after) → print receipt → logout.

· “Responsible Person” - IT Systems Manager

When MUST the form be filled?
Fill the MOC form before you implement the change when the change may affect any of these:
· safety/health, environment 
· operations/service quality/customer commitments
· IT systems/data/access/cybersecurity
· security controls (CCTV, access gates, guards)
· legal/regulatory compliance (permits, authority requirements)
· business continuity (backup, recovery, critical suppliers)
· finance controls (COD, approvals, invoicing controls)
· organizational structure/roles/authority
Simple rule:
If the change can create risk or change responsibility → fill the form.
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